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Background: 
 
Pursuant to the recommendationsmade by the Financial Action Task Force (formed for 
combatingmoney laundering), Governmentof India had notifiedthe Prevention  of Money Laundering 
Act  
in2002.SEBIhadissuedtheGuidelinesonAntiMoneyLaunderingStandardsvidetheirnotificationNo.ISD/CIR
/RR/AML/1/06dated 18th   January 2006and videletter No. ISD/CIR/RR/AML/2/06 dated 
20th March 2006 had issued the obligations of the intermediaries registered under Section 12 of SEBI 
Act, 1992. As per these SEBI guidelines, all intermediaries have been advised to ensure that proper 
policy frameworks are put in place as per the Guidelines on Anti Money Laundering   Standards notified 
by SEBI. The objective of the SEBI guidelines is that a registered intermediary and any of its 
representatives should implement, identify and discourage any money laundering or terrorist financing 
activities. The overriding principle is that the registered intermediary should be able to satisfy 
themselves that the   measures   taken   by   them   are   adequate, appropriate and follow the spirit of 
these measures and the requirements as enshrined in the Prevention of Money Laundering Act, 2002 
(PMLA) and the Government of India Notification dated 1 July, 2005. 
The PMLA has been further amended vide notification dated March 6, 2009 and inter alia provides 
thatviolatingtheprohibitionsonmanipulativeanddeceptivedevices,insidertradingandsubstantialacquisiti
onofsecuritiesorcontrolasprescribedinSection12AreadwithSection24oftheSecuritiesandExchange Board 
of India Act, 1992 (SEBI Act) will now be treated as a scheduled offence under scheduleBofthePMLA. 
 
Prevention of Money Laundering Act, 2002 
 
Prevention of Money Laundering Act, 2002 (PMLA 2002) forms the core of the legal framework put in 
place by India to combat   money laundering.   PMLA 2002 and the Rules notified there under came into 
force with effect from July 1, 2005. The PMLA 2002 and Rules notified there under impose an obligation 
on intermediaries (including stock brokers and sub-brokers) to verify identity of clients, maintain 
records and furnish information to the Financial Intelligence Unit (FIU) - INDIA 
 
Financial Intelligence Unit (FIU) – INDIA 
 
The Government of India set up Financial Intelligence Unit-India (FIU-IND)  on November 18, 2004 asan 
independent bodytoreportdirectlytotheEconomicIntelligenceCouncil(EIC)headedby  theFinance 
Minister. FIU-IND has been establishedasthecentralnational 
agencyresponsibleforreceiving,processing,analyzinganddisseminating 
informationrelatingtosuspectfinancialtransactions.FIU-
INDisalsoresponsibleforcoordinatingandstretching effortsofnationalandinternationalintelligenceand 
enforcementagenciesinpursuingtheglobaleffortsagainst moneylaunderingandrelatedcrimes. 
 
AspertheseSEBIguidelines,allintermediarieshavebeenadvisedtoensurethatproperpolicyframeworks are 
put in place as per the Guidelines on Anti Money Laundering Standards notified bySEBI. 
  
NSE and BSE vide their circular dated January 25, 2006 had suggested the criteria on which suspicious 
secondary market transactions can be identified by a SEBI registered broker. CDSL vide their circular 
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dated November 13, 2007 had notified criteria for generating alerts. 



 

 

 

1. ResponsibilityofMadhuvan Securities Private Limited 
By  virtue  of  being  a  SEBI  Registered  stock  broker  of  NSE and  
Depository  Participant  ofNSDL,it is mandatoryon the party of the Company 
to have appropriate Anti MoneyLaundering policy and record Allsuspicious 
transactions whether or not made in cash and including,inter-
alia,creditsordebitsintofromanynon-
monetaryaccountsuchasdemataccount,securityaccountmaintainedbythe 
Company . 
 
We shall: 

 
 Issue a statement of policies and procedures and implement, on a group 

basis where applicable, and  appropriate  to,  all branches and majority 
owned subsidiaries of the financial group for dealing with ML and TF 
reflecting the current statutory and regulatory requirements as 
under:policies and procedures for sharing information required for the 
purposes of CDD and ML/TF risk management;The   provision,   at   group 
level   compliance,   audit,   and/or   AML/CFT functions,   of customer,   
account,   and   transaction   information   from branches and subsidiaries 
when necessary for AML/CFT purposes. This shall include information and 
analysis of transactions or activities which appear unusual (if such analysis 
was done);similar provisions  for  receipt  of  such  information  by 
branches  and subsidiaries from   these   group level functions   when   
relevant   and appropriate to risk management; andAdequate safeguards 
on the confidentiality and use of information exchanged, including 
safeguards to prevent tipping-off.  

 Ensure that the content of these Directives are understood by all staff 
members. 

 The company shall review the policies and procedures on the prevention of 
ML and TF to ensure their effectiveness at least once every Year. Further, in 
order to ensure the effectiveness of policies and procedures, the person 
doing such a review shall be different from the one who has framed such 
policies and procedures adopt client acceptance policies and procedures 
which are sensitive to the risk of ML and TF. 

 Undertake client due diligence (“CDD”) measures to an extent that is 
sensitive to the risk of ML and TF depending on the type of client, business 
relationship or transaction. 

 Have in system a place for identifying, monitoring and reporting suspected 
ML or TF transactions to the law enforcement authorities; and develop 
staff members’ awareness and vigilance to guard against ML and TF 

 

 

2. What is Money Laundering? 
MoneyLaundering canbe defined asengaging infinancial transactions 
thatinvolve income derivedfromcriminalactivity,transactionsdesignedto 
conceal 
thetrueoriginofcriminallyderivedproceedsandappearstohavebeenreceivedth
roughlegitimatesources/origins. 

 
Thisisdone inthreephases–PlacementPhase,LayeringPhase & 
IntegrationPhase. 

 

ObjectivesofthePMLAAct 
The objectives of the Act is to prevent money laundering and to provide for 
confiscation of 
propertyderived(includingfinancialassets)fromorinvolvedinmoneylaunderin
gandpunishthose whocommittheoffenceofMoneylaundering. 



 

 

 
 
 
 
 

 

3. ObjectivesofthePolicy: 

  
The Company is committed to examining its Anti ‐ Money Laundering 
strategies, goals and objectives on an on-going basis and maintaining an 
effective Anti ‐ Money Laundering program for its business that 
reflectsthebestpracticesforadiversified,retail financial services firm. 
AML Policy is designed to ensure that it complies with the requirements and 
obligations set out inIndia legislation, regulations, rules and Industry 
Guidance for the financial services sector, including theneed to have 
adequate systems and controls in place to mitigate the risk of the firm being 
used tofacilitate financial crime. The AML Policy sets out the minimum 
standards which must be complied withbythe Company andincludes: 

 The appointment of a Principal Officer  of sufficient seniority, who 

haveresponsibilityfor oversight of compliance withrelevant 

legislation,regulations, rules andindustryguidance; 

 EstablishingandmaintainingaRiskBasedApproach(RBA)towardsasses

singand  managing  

themoneylaunderingandterroristfinancingriskstotheGroup; 

 Establishing and maintaining risk-based customer due diligence, 

identification, verification and knowyour customer (KYC) 

procedures, including enhanced due diligence for those customers 

presentinghigherrisk,suchasPoliticallyExposedPersons(PEPs),NonRe

sidentIndians(NRIs); 

 Establishingandmaintainingriskbasedsystemsandprocedurestomonit

orongoingcustomeractivity; 

 Proceduresforreportingsuspiciousactivityinternallyandtotherelevantl

awenforcementauthoritiesasappropriate; 

 Themaintenanceofappropriaterecordsfortheminimumprescribedperi

ods; 

 Trainingandawarenessforallrelevantemployees; 

 Customer acceptance policiesandprocedures, whicharesensitiveto 

the riskof money 

laundering(ML)andterroristfinancing(TF)areadopted. 

 Customer   Due  diligence  (CDD),  to  the  extent  that  is  sensitive  to  

the  risk  of  money  launderingandterrorist financing depending on 

the type of customer, business relationship or transactions 

isundertaken 

 Staff Members’ awareness and vigilance to guard against money 

laundering and terrorist financing isdeveloped. 

 To have system in place for identifying ,monitoring and reporting 

suspected Money LaunderingorTerroristFinancing;and 

 The provision of appropriate management information and reporting 

to senior management of The Company’s 

compliancewiththerequirements; 

 
In compliance with these obligations Name of the Company had framed 
appropriate policies and procedures for prevention of Money laundering had 
released seven versions and this ninth version is released after 
incorporating the changes suggested by SEBI vide their Master 
Circularno.SEBI/HO/MIRSD/DOS3/CIR/P/2019/113datedOctober15,2019.



 

 

Thesaidmastercircularhad superseded the earlier master circular on 
AML/CFT dated July 4,2018 by SEBI. 

 

4. (a)PrincipalOfficer 
Amr. Ashish s vyasof is appointed as Principal Officer of  Madhuvan Securities 
Private Limitedfor proper discharge of legalobligationsandreport suspicious 
transactions to authorities. He would act as a central reference 
pointinfacilitatingonwardreportingofsuspicioustransactionsandforplayingac
tiveroleintheidentificationandassessmentofpotentiallysuspicioustransaction
sandshallreport seniormanagement i.e. CEO/MD and  Board  of  Directors. 
Any changeinname,  designation  
andaddressesincludingemailaddressesofthePrincipalOfficerto beintimated  
to the  office  of  theDirector  –FIU. In terms of Rule 2 (f) of the PML Rules, 
the definition of a Principal Officer reads asunder: 
 
PrincipalOfficermeansanofficerdesignatedbyathe Company 
Providedthatsuchofficershallbeanofficeratthemanagementlevel. 
 

 
ThePrincipalOfficerwillconstantlyreviewtheAML Policy of the 
Companycovering the areas 
ofidentification/verification/acceptanceofcustomersandtheparameters of  
identification ofsuspicioustransaction. 

 
The Principal Officer will give an orientationto all the concernedstaff of the 
Company on the guidelines 
ofFIU/SEBIandtheidentificationofSuspiciousTransactionsonaregularbasis. 

 
Some of these suggested measures may not be applicable in every 
circumstance to each business activity. However, keeping in mind, the 
specific nature of its business, type of customer and transactions in each 
business division, The Company has to satisfy itself that the measures taken 
are adequate and appropriate to follow the spirit of these guidelines. 

 
In case there is a variance in Client Due Diligence (CDD)/ Anti Money 
Laundering (AML) standards specified by SEBI and the regulators of the host 
country, branches/overseas subsidiaries of Madhuvan Securities Private 
Limited are required to adopt the more stringent requirements of the two. 
 
If the host country does not permit the proper implementation of AML/CFT 
measures consistent with the home country requirements, financial groups 
shall be required to apply appropriate additional measures to manage the 
ML/TF risks, and inform SEBI 
 

5. (b) Designated Director 
Mr. Ashish s 

vyasisappointedasDesignatedDirector(asperrequirementsunderthePMLAct/
Rules)forthepurposeofPMLAbywayofResolutionbyBoardofDirectorsandthe 
appointment is intimated to FIU and regulatory authorities, as required. 
Changes in the DesignatedDirector are all intimated to FIU and regulatory 
authorities, as required. The Designated Director isresponsible for overall 
compliance of the obligations imposed under the PML Act and the Rules. 
ThePrincipalOfficerwillkeeptheDesignatedDirectorinformedofallmeasuresta
kenforanti-moneylaundering and all suspicious transactions reported to FIU. 
Designated Director will bring to the 
noticeoftheotherdirectors/BoardofDirectorsallimportantmattersasmaybede
emedfit.Fornon-
complianceinAML/CFTmeasurestheFIUmaypenalizetheDesignatedDirector. 

 



 

 

6. Procedures: 
A.ProceduresshallinterlayincludethreespecificparametersforClientDueDiligenceP
rocess(CDD)which comprises: 

 
a. Policyforacceptanceof Clients 

b. Procedureofidentifyingclients 
C. Transactionsmonitoring andreportingsuspicioustransactions(STR) 
C. ClientDueDiligence(CDD)measuresinvolve  thefollowing: 

 
 Obtaining sufficient information about the client in order to identify 

who beneficially own orcontrols the securities account .If the 

beneficial owner is person other than the client then thepartyshallbe 

identifiedby usingclient identification and verification 

processinvolving: 

 Verify the client’s identity using reliable, independent source 

documents, data or information.Where the client purports to act on 

behalf of juridical person or individual or trust, The Company 

shallverify that any person purporting to act on behalf of such client 

is so authorized and verify theidentityofthatperson 

 Provided that in case of a Trust, the reporting entity shall ensure that 

trustees disclose their status at the time of commencement of an 

account based relationship. 

 Identifybeneficialownershipandcontrol,i.e.determinewhichindividual

(s)ultimatelyown(s)orcontrol(s)theclientand/orthepersononwhoseb

ehalfatransactionis beingconducted- 

The beneficial owner is the natural person or persons who ultimately own, 
control or influence a clientand/or persons on whose behalf a transaction is 
being conducted, and includes a person who exercisesultimateeffective 
controloveralegalpersonorarrangement. 

 
ForclientsotherthanIndividualsandTrust,viz.,Company,Partnership,orun-
incorporatedassociation/bodyofindividuals,The 
Companyshouldidentifythebeneficialownersoftheclientandtakereasonablem
easures toverify theidentityof the personthroughfollowinginformation: 

 
Identifying beneficial   ownership   and   control,   i.e.   Determine   which 
individual(s) ultimately own(s) or control(s) the client and/or the person on 
whose behalf a transaction is being conducted. The beneficial owner shall be 
determined as under- 
 

a) where the client is a company, the beneficial owner is the natural person(s), 
who, whether acting alone or together, or through one or more  juridical  
person,  has  a  controlling  ownership  interest  or  who exercises control 
through other means. 
 
Explanation:- For the purpose of this sub-clause:- 
i. "Controlling   ownership   interest"   means   ownership   of   or 

entitlement  to  more  than  ten  per  cent of  shares  or  capital  or 
profits of the company; 

ii. "Control"  shall  include  the  right  to  appoint  majority  of  the 
directors  or  to  control  the  management  or  policy  decisions 
including by virtue of their shareholding or management rights or 
shareholders agreements or voting agreements; 

 
b) Where the client is a partnership firm, the beneficial owner is the natural 

person(s) who, whether acting alone or together, or through one or more 
juridical person, has ownership of/ entitlement to more than  ten  percent  
of  capital  or  profits  of  the  partnership or  who exercises control through 
other means. 



 

 

 
Explanation:- For the purpose of this clause:-“Control” shall include the right 
to control the management or policy decision; 
 
 

c) Where  the  client  is  an  unincorporated  association  or  body  of 
individuals, the  beneficial  owner  is  the  natural  person(s),  who, whether  
acting  alone  or  together,  or  through  one  or  more  juridical person, has 
ownership of or entitlement to more than fifteen per cent. of  the  property  
or  capital  or  profits  of  such  association  or  body  of individuals; 
 

d) Where no natural person is identified under (a) or (b) or (c) above, the 
beneficial owner is the relevant natural person who holds the position of senior 
managing official; 
 

e) Where the client is a trust, the identification of beneficial owner(s) shall 
include identification of the author of the trust, the trustee, the beneficiaries  
with  ten per  cent  or more  interest  in the  trust and  any other natural 
person exercising ultimate effective control over the trust through a chain of 
control or ownership; and 
 

f) Where  the  client  or  the  owner  of  the  controlling  interest  is  an  entity 
listed  on  a  stock  exchange  in  India,or  it  is  an  entity  resident  in 
jurisdictions  notified  by  the  Central  Government  and  listed on  stock 
exchanges in such jurisdictions notified by the Central Government, or it is a 
subsidiary of such listed entities, it is not necessary to identify and verify the 
identity of any shareholder or beneficial owner of such entities. 
 

g) Applicability  for foreign investors:Registered intermediaries dealing  with  
foreign investors’ may be guided by SEBI Master Circular SEBI/HO/AFD-
2/CIR/P/2022/175 dated December 19,2022 and amendments thereto, if 
any, for the purpose of identification of beneficial ownership of the client; 
 

h) The Stock Exchanges and Depositories shall monitor the compliance of the   
aforementioned provision on identification of beneficial ownership through 
half yearly internal audits. In case of mutual funds, compliance of the same 
shall be monitored by the Boards of the Asset Management  Companies  and  
the  Trustees  and  in  case  of  other registered intermediaries, by their 
Board of Directors. 
 
Every registered intermediary shall register the details of a client, in case of 
client being a non-profit organisation, on the DARPAN Portal of NITI Aayog, 
if not already registered, and maintain such registration records for a period 
of five years after the business relationship between a client and the 
registered intermediary has ended or the account has been closed, 
whichever is later. 
Where registered intermediary is suspicious that transactions relate to 
money laundering or terrorist financing, and reasonably believes that 
performing the CDD process will tip-off the client, the registered 
intermediary shall not pursue the CDD process, and shall instead file a STR 
with FIU-IND.” 
 
Control can be exercised through voting rights, agreement, arrangements or 
any other manner. Whereno natural person identified in the aforesaid paras 
the identity of relevant natural person who holds 

thepositionofseniormanagingofficial shallbeconsideredasbeneficiary. 

 
The CompanyshouldbeguidedbySEBI 
MasterCircularsuchamendmentstheretofromtimetotimeforidentificationofbe
neficialownershipoftheClientorforeigninvestors.InternalAuditorsofthe 
companyshallmonitorcomplianceofaforementionedprovisiononidentificatio
nofbeneficialownershipthroughhalfyearlyaudits. 

 



 

 

o Verify the identity of the beneficial owner of the client and/or the 
person on whose behalf a transaction is being conducted, 
corroborating the information provided in relation to 6(B) and 
understand the ownership and control structure of the client. 

 
o Conduct ongoing due diligence and scrutiny of the account/client to  

ensure  thattransaction conducted are consistent with the client’s 
background/financial status, its activitiesand risk profile. Every year 
the financial statementsto be taken on record for all corporateclients. 

 
o The Company shall review the due diligence measures including 

verifying again the identity of   theclientandobtaining information 
onthepurposeandintendednatureof thebusinessrelationship, as the 
case may be, when there are suspicions of money laundering or 
financing ofthe activities relating to terrorism or where there doubt 
the adequacy or veracity of 
previouslyobtainedclientidentificationdata,and 

 
o The Company shall periodically update all documents, data or 

information of all clients and beneficialowners collected under the 
CDD process such that the information or data collected under 
clientduediligenceiskeptup-to-dateandrelevant,particularlyfor 
highriskclients. 

 
o No transaction or account-based relationship shall be undertaken 

without following the CDDprocedure.” 
 

o Every registered intermediary shall register the details of a client, in 
case ofclientbeinganon-profitorganisation,on the DARPAN Portal of 
NITI Aayog, if not already registered, andmaintain such registration 
records for a period of five years after the business 
relationshipbetween a client and the registeredintermediary 
hasendedortheaccounthasbeenclosed,whicheverislater 

 
o WhereThe Companyissuspicious thattransactionsrelate  to money  

laundering or terrorist  financing,andreasonablybelievesthat 
performing the CDD process will tip-off the client, the company 
shallnotpursuetheCDDprocess,andshallinsteadfileaSTRwithFIU-IND.” 

 
o Though it is not possible to know all the details and exact details of 

the client’s background andfinancialstatus, itshould  be  our  
endeavor  to  make  a  genuine  attempt  towards  achievingthis. 

 

RelianceonthirdpartyforcarryingoutClientDueDiligence(CDD) 
 
In-person verification and verification of document copies of clients / 
prospective clients against originals are to be done and reliance on third 
parties / external entities, where necessary, in accordance with SEBI / 
Exchange / Regulatory guidelines in this regard as may be amended from 
time to time.  

 
Apart from the above, for the purpose of client on-boarding, there may be 
reliance on third partieswould for introducing prospective clients to Name of 
the Companyand to assist in (i) procuringdocumentation from them; (ii) 
completion of account opening formalities with such prospective clients.and 
(iii) to determine whether client is acting on behalf a beneficiary and 
conduct the verification ofidentityoftheclient. 

 

SuchrelianceshallbesubjecttotheconditionsthatarespecifiedinRule9(2)oftheP
MLRulesandshall be in accordance with the regulations and circulars/ 
guidelines issued by SEBI from time to time.IntermsofRule9(2)ofPMLRules: 



 

 

 
i. The Company shall immediately obtain necessary information of 

such client due diligence carried outbythethirdparty; 
ii. The Company shall take adequate steps to satisfy itself that copies 

of identification data and 
otherrelevantdocumentationrelatingtotheclientduediligencerequ
irementswillbemadeavailable fromthethirdpartyuponrequest 
withoutdelay; 

iii. The Company shall be satisfied that such third party is regulated, 
supervised or monitored for, and 
hasmeasuresinplaceforcompliancewithclientduediligenceandrec
ord-keepingrequirementsinline 
withtherequirementsandobligationsunderthe Act; 

iv. The third party is not based in a country or jurisdiction assessed as high 
risk; 
 

The 

CompanyshallbeultimatelyresponsibleforCDDandundertakingenhancedduedilige

ncemeasures,asapplicable 

6.a.PolicyforacceptanceofClients I. For New Clients 

 

 The Company should verify the PAN details on theIncomeTax website. 
 

 All documentary proofsgivenby theclientshould beverified with original. 
 

 Documents like latest Income Tax returns, annual accounts, etc. should be 
obtained for ascertainingthe financial status. If required, obtain additional 
information/document from the client to ascertainhis background and 
financial status. The Company may seek additional documents based on 
the perceived riskof the clients and having regard to the requirements 

 Obtain complete information about the client and ensure that the KYC 
documents are properly filledup, signed anddated. 
Scrutinizetheformthoroughly beforeaccount opening. 

 All the payment should be received from the clients through his bank 
account provided in the KYCform or subsequently mapped to his trading 
account though modification form. No payment shouldbe received from 
third party account and if the client attempt tomake the payment from 
third partyaccount or wants to deposit cash, same should be noted as 
suspicious transactions for the purpose ofSTR 

 Ensure that the details mentioned in the KYC matches with the 
documentary proofs provided andwiththegeneralverificationdonebyus. 

 If the client does not provide the required information, then we should 
not open the account of suchclients. 

 The Company should not open any accounts in 
fictitious/benami/anonymous basis/ account on behalf of 
otherpersonswhoseidentity hasnotbeendisclosedorcannotbeverified. 

 The Company shouldnotopen  accounts  if  executives  responsible  for  
opening  client  accounts  are  unabletoapplyappropriateKYCprocedures. 

 The Accounts should not be opened where identity of client cannot be 
ascertained, or there is a non-co-operation from the client in providing 
full & complete information, the company should treat such cases 
assuspiciousandreportasSTR. 

 

II. Existingclients 
 

 Keep updatingthe financialstatusof the clientby obtaining thelatest 
Income  Tax Return,  



 

 

NetworthCertificate,AnnualAccountsorotherprescribeddocuments. 
 Update the details of the client like address, contact number,demat  

details, bank details etc. andkeepthe 
AccountOpeningTeamatHOinformedofthesame.Incase,atanypointof 
time,Executive/s are not able to contact the client either at the address or 
on the phone number, 
pleasestopdealingfortheclientandinformthePrincipalOfficer. 

 Check whether the client’s identity matches with any person having 
known criminalbackgroundorisnot bannedinanyothermanner,whetherin  
terms  of  criminal or  civilproceedingsbyanylocal 
enforcement/regulatory agency. For scrutiny / back ground check of 
theclients/HNI/ultra-
HNIs,onAPIScreeningUtilityfromaserviceproviderwhoshallbeengagedbyth
eManagementforthispurpose, should be referred.Also, Prosecution 
Database /List ofVanishing Companies 
availableonwww.sebi.gov.inandRBIDefaultersDatabaseavailableonwww.c
ibil.comshouldbechecked. 

 Scrutinizeminutelytherecords/documentspertainingtoclientsofspecialcat
egory(likeNonresidentclients,HighNetworthClients,Trusts,  Charities,  
NGOs,  Companies  having  closefamily shareholding,  Politically exposed 
persons of foreign origin,   Current/Former  Head   
ofState,Current/Formerseniorhigh profile politician, Companies offering 
foreign exchangeofferings,etc.)or  clients from high-risk countries (like 
Libya,  Pakistan, Afghanistan,  etc.) 
orclientsbelongingtocountrieswherecorruption/fraudishighlyprevalent. 

 Reviewtheabovedetailsongoingbasistoensurethatthetransactionsbeingco
nductedareconsistentwithour knowledge ofcustomers, itsbusiness 
andrisk  profile, taking  into  
account,wherenecessary,thecustomer’ssourceoffunds. 

 Role of Relationship  Manager/Dealer/Corporate  Settlement/Accounts  
Department  .They should 
notcollectcashfromtheclientandallduesandpaymentsshouldbemadedirectl
yfromthedesignatedbankaccountoftheclienttothebroker`saccount,collecti
ons ofchequesmaybeavoided. 

 Ensure that there   are   no   third   party   receipts   into   /   payment   
from   the   clients   account. Ensure that any information gathered   
during   formal   or   informal   conversation   with   clients relating to 
Money Laundering is passed on to the Principal Officer through 
yourBranch/Department Head. 

 

III. RISK PROFILINGOF THE CLIENT 
 

1. RISK-BASEDAPPROACH ANDRISKPROFILINGOF THE CLIENT 
 

The Company should accept the clients based on the risk they are likely to 
pose. The aim is to identifyclients who are likely to pose a higher than 
average risk of money laundering or terrorist financing. 
Forthispurpose,weneedtoclassifytheclients asLow risk,mediumriskandhigh 
riskclients.Byclassifyingthe clients, we will be in a better position to apply 
appropriate customer due diligence process. That is,for high risk client we 
have to apply higher degree of due diligence. The factors of risk 
perceptiondependonclient’sKYCdetails,location,natureofbusiness/tradingact
ivity,turnover,natureoftransaction,mannerofpaymentetc. 

Inordertoachievethisobjective,allclientsshouldbeclassifiedinthef

ollowingCategory: 

CategoryA–LowRisk 

http://www.sebi.gov.in/
http://www.cibil.com/
http://www.cibil.com/
http://www.cibil.com/


 

 

CategoryB–MediumRisk 
CategoryC–HighRisk 
 
 
 
 
High Risk 
 
a. Nonresidentclients 
b. Highnetworthclients 
c. Trust,Charities,NGOsandorganizationsreceivingdonations 
d. Politicallyexposedpersons(PEP)offoreignorigin: 

Politically Exposed Persons” (PEPs). PEP shall have the same meaning as 
given in clause (db) of sub-rule (1) of rule 2 of the Prevention of Money-
Laundering (Maintenance of Records) Rules, 2005. The additional norms 
applicable to PEP as contained in paragraph 14 of the Master Circular shall 
also be applied to the accounts of the family members or close relatives / 
associates of PEPs 

 
e. Current / Former Head of State, Current or Former SeniorHigh profile 

politicians and connectedpersons (immediate family, Close  advisors  and  
companies  in  which  such  individuals  have  interestorsignificantinfluence) 

f. Companiesofferingforeignexchangeofferings 
g. Clients in high risk countries. While dealing with clients from or situate 

in high risk countries orgeographic areas or when providing delivery of 
services to clients through high risk countries orgeographic areas i.e. 
places where existence or effectiveness of action against money 
laundering 
orterrorfinancingissuspect,intermediariesapartfrombeingguidedbytheFi
nancialActiontaskForce(FATF)statementsthatinteraliaidentifysuchcountr
iesorgeographicareasthatdonotorinsufficiently apply the FATF 
Recommendations, published by the FATF on its website (www.fatf-
gafi.org) from time to time, shall also independently access and consider 
other publicly availableinformation alongwith anyother information 
which they mayhaveaccessto. However,  this 
shallnotprecludeintermediariesfromenteringintolegitimatetransactions
withclientsfromorsituateinsuchhighriskcountriesandgeographicareasord
eliveryofservicesthroughsuchhighriskcountriesorgeographicareas. 

 

TheintermediaryshallspecificallyapplyEDDmeasures,proportionate to 
the risks, to business relationships and transactions with natural and 
legal persons(including financialinstitutions)formcountries forwhich this 
iscalledforby the FATF. 

 
h. Nonfacetofaceclients.Nonfacetofaceclientsmeansclientswhoopenaccount

swithoutvisitingthebranch/offices of the company or meeting the 
officials of the company Video based customer identification process 
istreatedasface-to-faceonboardingofclients; 

i. Clientswithdubiousreputationasperpublicinformationavailableetc. 
 

Medium Risk 

IndividualandNon-
IndividualclientsfallingunderthedefinitionofSpeculators,DayTraders. 
 
Low Risk 

 

SeniorCitizens,SalariedEmployeesandamajorportion ofclientwhoindulgein 
deliverybasedtrading. 

 

 CompanyhastobecarefulwhilemonitoringthetransactionsofBandCcate
goryclients.Whereaclient is classified under Medium or High Risk 



 

 

category, said accounts should be kept undersupervisionofPrincipal 
Officerandtakeactionasand whenrequired. 

 Apart from this company need to exercise extra caution while 
monitoring the transactions 
ofNRI/NRE/PIOandforeignclients,especiallywhenthepaymentisbeing
madeinforeigncurrency. 

 Any change in the risk profile of the client same is modify in our 
system as per risk categorydefinedabove. 

 
 
 
 
 
 
 
 

2. RISK ASSESSMENT 
 

Madhuvan Securities Private Limitedshall carry out risk assessment to identify, 
assess and take effective measures to mitigate its money laundering and terrorist 
financing risk with respect: 

 
 Clients. 

 Countriesorgeographicalareas, 

 Natureandvolumeoftransactions, 

 Paymentsmethodsusedbyclients, 

 largenumberofaccountshavingacommonaccountholder, 

 Unexplainedtransfersbetweenmultipleaccountswithnorationale, 

 Unusualactivitycomparedtopasttransactions, 

 Doubtovertherealbeneficiaryoftheaccount, 

 Payout/pay-inoffundsandsecuritiestransferredto/fromathirdparty, 

 Off market transactions especially in illiquid stock and in F&O, at 
unrealistic prices, Large sums being transferred from overseas for 
making payments, 

 Inconsistentwiththeclients’financialbackground. 

 Theriskassessmentshallalsotakeintoaccountanycountryspecificinfor
mationthatiscirculatedbytheGovernmentofIndiaandSEBIfromtimetoti
me 

 Adetailedsearch to be carried out to ensure that the Client is not 
indefaulters/negativelist of regulators 

 
The assessment shall be documented, updated regularly and made available 
to competent authorities asandwhenrequired. 
 

 

3. CLIENTS OF SPECIAL CATEGORY 
 

 Non-residentclients, 

 Highnet-worthclients[highnetworthclient  could  be  classified  as,  if  at  
the account openingtime or during the course of the trading relationship, 
it is realized that the client’s investment or 
theappetiteforinvestmentisveryhigh.] 

 Trust,Charities,NGOsandorganizationsreceivingdonations, 

 Companieshavingclosefamilyshareholdingsorbeneficialownership, 

 Politically exposed persons (PEP), 

 Clientsinhighriskcountries(Countries against whichgovernment sanctions  
are applied,  Countries  reputed to be any of the  following – Havens / 
sponsorsofinternationalterrorism,offshorefinancialcenter,taxhavens,coun
trieswherefraudishighlyprevalent), 



 

 

 Where the client is a juridical person, verify that any person purporting to 
act on behalf of such client issoauthorizedandverify 
theidentityofthatperson. 
 

6b.Procedureofidentifyingclients: 

 
Objective: 

To have a mechanismin place to establish identity of the client as prescribed 
by regulations to mitigate opening of fictitious/benamiaccounts. 

 Clientidentificationprocedure: 
 

1.  The Company should carry out the identification process at the time of 
on boarding the client, during 
thetransactionstageandtherearisesanydoubtsoververacityandadequacy
ofinformationsubmittedbytheclients. 

2. Theclientidentification  processshouldbeenhancedwhenthereisan 
apprehensionthat  anexisting client or potential client is politically exposed 
person .The source of fund of PEP should beverified. Further the approval of 
senior Authority should be in place if Existing Client become PEP. 

3. Theinformationshouldbeadequateenoughtosatisfycompetentauthorities(regul
atory/enforcementauthorities)infuturethatduediligencewasobservedincompli
ancewiththeGuidelines.Eachoriginaldocumentmust 
beseenbeforeacceptingcopy. 

4. No minimum or threshold /category wise exemption is available for carrying 
out CDD this shouldbestrictlyimplementedandnon-
complianceshallbeattractappropriatesanctions. 

5. Toconductongoingdue diligence 
 

FornewClients. 

Documentswhichcanberelieduponidentifyingtheclients: 
 

PAN CARD:Itisamandatoryandmostreliabledocumentasonly one card is 
issued to 
anindividualandoncecanindependentlycheckitsgenuinenessthroughIT 
website. 

 
Other Identity Proofs: Many a times Pan Card carries the old photograph of 
the client which does notmatch current facial features of the client or the 
signature affixed on the same might have changed bytheclientdueto 
passageof time. In such ascenario other ID proofs like passport, voter id, 
AadharCardoranyotherproofsissuedbyGovernmentorPSUbankmayadditional
lytakeandreliedupon. 

 
Address Proof:ForvalidaddressproofwecanrelyonVoter’sIdentity Card, 
Passport, BankStatement,Aadharcard, 
RationcardandlatestElectricity/telephonebillinthenameoftheclient. 

 
 

Incaseofcorporateclients,duly 
certifiedcopiesoffollowingdocumentscanbeobtained 

 

 Copyof theRegistration/IncorporationCertificate 
 CopyoftheMemorandum&ArticlesoftheAssociation 
 CopyofthePANcardandtheDirectorIndexNo.(DIN) 
 CopyofthelatestauditedAnnualStatementsofthecorporateclient 
 LatestNetworthCertificate 
 LatestIncomeTaxreturnfiled. 
 BoardResolutionfor appointmentof 

theAuthorizedPersonwhowilloperatetheaccount. 



 

 

 ProofofaddressandidentityofAuthorizedPerson 
 

Incaseofpartnershipfirmone certifiedcopyofthefollowingmustbeobtained: 
 Registrationcertificate 
 PartnershipDeed 
 PANcardofpartner 
 Authorization letterforthepersonauthorized to openand operatethe account 
 Proofofidentityandaddressoftheauthorizedperson. 
 Annualstatement/returnsofthepartnershipfirm 

 
IncaseofaTrust,onecertifiedcopyofthefollowingmustbeobtained: 
 Registrationcertificate 
 TrustDeed 
 PANcard 

 Authorizationletterfortheentityauthorizedto acton theirbehalf 

 OfficiallyvaliddocumentslikePANcard,votersID,passport,etc.ofperson(s)a
uthorizedtotransacton behalf oftheTrust. 

Incaseofunincorporatedassociationorabodyofindividuals,onecerti
fiedcopyofthefollowingmustbeobtained: 

 

 Resolution of themanagingbodyof such associationorbodyof individuals 

 POAinfavour of personauthorized totransact 

 OfficiallyvaliddocumentslikePANcard,voters 

ID,passport,etc.oftheperson(s)authorizedtotransact 

 Anydocument requiredbythe company toestablish thelegalexistenceof 

suchanassociation orbodyofindividuals. 

In cases of an NRI account - Repatriable/non-repatriable, the 
following documents are required: 

 

 CopyofthePISpermissionissuedbythebank 

 Copyofthepassport 

 CopyofPANcard 

 FEMA Declaration 

 ProofofoverseasaddressandIndian address 

 Copyofthebankstatement 

 CopyoftheDematstatement 

 Iftheaccountishandledthroughamandateholder,copyofthevalidPOA/mand
ate. 

 

Additionalchecks: 
 

1. Incaseofcorporateclients,weshallvalidateandconfirmtheCIN,registered
addressanddirectors of the corporate, as provided in the KYC form 
with the information freely accessible 
ontheGovernmentportalssuchasMCA(MinistryofCorporateAffairs)befo
reopeningtheaccount. 

2. Similarlyatthetimeofintimationbythecorporateentityregardingchangei
ndirectorsoraddress, similar verification willbedonebythe account 
opening  team with details  on MCA  
/ROCportalsbeforeeffectingsuchchanges.. 

3. Incaseofaccountsofpartnershipfirms,accountopeningteamshallcheckth
ePartnershipDeedof the entity to ensure no HUF is a partner in the 
firm. In case an HUF is a partner in the firm, 
theaccountshallnotbeopened. 

4. In case of accounts of LLPs, account opening team shall check the Deed 
of the LLP and the list ofpartners of the LLP to ensure no HUF is a 
partner. In case an HUF is a partner in the LLP, 
theaccountshallnotbeopened. 



 

 

5. Forscrutiny/backgroundcheckoftheclients,on API Screening Utility 
from a serviceprovider who shall be engaged by the Management for 
this purpose, should   be referred.Also, Prosecution Database / List  of  
Vanishing  Companies  available  
onwww.sebi.gov.inandRBIDefaultersDatabaseavailableonwww.cibil.co
mcanbechecked. 

6. If the account is to be handled by a POA /authorized representative 
then find out what is therelationship between the client and the 
POA/authorized representative, establish the 
identityandbackgroundoftheclientandthePOA/authorizedrepresentati
ve. 

 
ForallExistingclients 

 
On an on-goingbasis,the branchesshouldensurethat the detailsgiven  in the 
KYC, by the 
client,matcheswiththecurrentdetailsoftheclient.Ifrequired,wecanseekadditio
naldocuments/informationfromtheclienttoverifythefinancial/generalstatuso
ftheclient. 
 
Incaseswhere: 

 Thereisanymaterialnegativechangeinthefinancialdetailsoftheclientfromwhatis
givenintheKYC. 

 If the client is not contactable/traceable or contracts notes/
communications sent are received back undelivered. 

 In case the client is prohibited by any regulatory authority. 

 The client refuses to provide additional information/document asked for. 

 There is a material change in the mandate holder profile/details 

 

 
6c.Transactionsmonitoringandreportingsuspicioustransactions 

 
The 
Company,shouldmonitorthetransactionsexecutedbytheclientwhichcouldbeul
timatelytermed assuspiciousFIU,India. 
 

 Toidentifythetransactionswhichisindeviationwithnormaltransactionsoractivit
iesoftheclient. 

 Topayattentiontounusuallylargeandcomplextransactionsmakingnoeconomics
ense. 

 Toapplyclientduediligencemeasuresalsotoexistingclientsonthebasisofmaterial
ityandrisk,andconductduediligenceonsuchexistingrelationshipsappropriately.
Theextentofmonitoringshallbealignedwiththeriskcategoryoftheclient. 

 Tohaveinternalthresholdsforeachclassofaccountsandpayspecialattentionwhe
nitexceedsthelimits 

 Thebackground,documents,records,memorandum&clarificationsetc.soughtfor
suchtransactionsshouldbeexamined carefullyandfindingsshouldberecorded. 

 Andsuchfindingsshouldbemadeavailabletoauditors,SEBI,stockexchangesFIUI
ND&otherrelevantregulatorsduringaudit&inspection. 

 Theserecordsshouldbepreservedfor5yearsfromthedateoftransactionbetween
clientandintermediary. 

 The compliance officer shall randomly examine the selection of transactions 
and ascertain suspicious ornot. 

SUSPICIOUSTRANSACTIONSMONITORINGANDREPORTING 

 
Suspicious Transactions are those which Gives rise to reasonable grounds of 
suspicious that it may involve proceeds of crime. Proceedsof crime" include 
property not only derived or obtained from the scheduled offence but 
alsoany property which may directly or indirectlybe derived or obtainedas a 

http://www.sebi.gov.in/
http://www.cibil.com/
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result of anycriminalactivityrelatabletothescheduledoffence. 

 

I. Factors givingrisetosuspicionare: 

 Clientswhoseidentityverificationseemsdifficultorclientsthatappearnottocoope
rate 

 Assetmanagementservicesfor 
clientswherethesourceofthefundsisnotclearornotinkeepingwithclients’appare
ntstanding/business activity; 

 Clientsbasedinhighriskjurisdictions; 

 Substantial increases in business without apparent cause; 

 Clientstransferringlargesumsofmoneytoorfromoverseaslocationswithinstruct
ionsforpaymentincash; 

 Attempted transfer of investment proceeds to apparently 
unrelatedthirdparties; 
 

 

II. CRITERIA FOR ASCERTAINING SUSPICIOUS TRANSACTIONS 

 

 Surveillance/RMSAlertsbasedontheclient’stransactionsonNSE&NSDL. 

 Unusually large transactions like, clients having traded in  scrip/shares of a  
companyoverathresholdquantity/valueinasingledayandvolumeinthatscripoft
hatclientis abovea thresholdpercentageofthetotal volumeinthat scripof 
theExchange. 

 Negotiatedtrades/matchedtrades. 

 Client’s Turnovernotcommensuratewithfinancials 

 Relationofthe clientwith thecompany/directors/promoters. 

 Clients making huge and regular  losses and are still placing trades/orders 
andfurtheridentifyingthe 

 Sourcesoffundsinsuchcases. 

 Largevolumeinproprietaryaccount ofSubBrokers/Affiliates 

 AlertsgeneratedbyCDSLbasedontransactionsinDepositoryAccountsDebitandC
redit transactions due to off market or Inter- depository transfers, above a 
thresholdquantity,inanISIN,inasingletransactionorseriesoftransactionsthresh
oldquantity/value, in an ISIN, in a singletransaction or series of transactions 
executedduringthefortnight. 

 Details of Off Market transactions (within CDSL or Inter depository) where 
there are more than a threshold number of transactions in an account, for the 
past fortnight. 

 Any debit transaction in a dormant account for exceeding a threshold 
quantity/valuewhicheverissmaller,willbereportedasanalert. 

 

III. ReportingofSuspiciousTransaction 

 AllemployeesofMadhuvan Securities Private 
LimitedshallmonitortransactionsonacontinuousbasisandshallreportallCashT
ransactions and / or Suspicious Transactions to the Principal Officer. It is 
likely that in some 
casestransactionsareabandoned/abortedbyClientsonbeingaskedtogivesome
detailsor 
toprovidedocuments.Itisclarifiedthatemployeesshouldbevigilantandreportal
lsuchattemptedtransaction to the Principal Officer as a Suspicious 
Transaction, even if not completed 
byClients,irrespectiveoftheamountofthetransaction. 

 
 Inanycase,allemployeesarerequiredtoexercisediligenceandproactivelyalert“

Concerns”incompliance with the Madhuvan Securities Private Limited’s 
Whistleblower Policyand therefore, this policy be read andimplemented in 
conjunction with the Whistleblower Policy, particularly Clause 37 of the 
WhistleblowerPolicy,withoutdisregardtoanyotherprovisionsthereof. 

 



 

 

 Any suspicious transactions, identified or brought to the notice of the 
Principal Officer,will be analyzed for FIU reporting, accompanied by 
reassessment by Principal Officer,where required. If the Principal Officer 
decides that the transactions need to be reported to FIU he willreport the 
transaction to FIU. If the Principal Officer decides not that the transactions is 
not suspiciousenoughtobereportedtoFIU,hewillrecordthereasonsfor 
thesameanddocumentit. 

 

 STR to be reported to FIU to their designated web site after registration in 
the requisite format within 7 days from the date of ascertainment of 
transactions as suspicious. The principal officer shall be responsible for 
timely submission of STR to FIU.No nil report is necessary. 

 

 No restrictions to put on the accounts reported under STR. No tipping off to 
the client are allowed. STR should be filed in utmost confidence. the 
company  and their directors, officers and employees (permanent and 
temporary) shall be prohibited from disclosing (“tipping off”) the fact that a 
STR or related information is being reported or provided to the FIU-IND. 
This prohibition on tipping off extends not only to the filing of the STR and/ 
or related information but even before, during and after the submission of an 
STR. Thus, it shall be ensured that thereis no tipping off to the client at any 
level.  

 
 Confidentiality requirement does not inhibit information sharing among 

entities in the group 

 
 In case of clients of high risk countries, FATF partially compliant or non-

compliant such clients should be subject to enhanced scrutiny of 
transactions enhanced reporting mechanisms or systematic reporting of 
financial transactions. 
 

  If any  transaction  has  been  reported,  as  suspicious,  to  FIU,  the  Principal  
Officer  has  to  keep the same confidential. The transaction of the client will 
be executed, as usual, unless and until told specifically by the Principal 
Officer or Designated Director to discontinue dealing/close the account of 
such clients. No suspicion should be created in the client’s mind on the steps 
taken by the Company. In exceptional circumstances, consent may not be 
given to continue to operate the account, and transactions may be 
suspended or other action taken. 
 

 If there is a case of abrupt / unusual request for closure of accounts and / or 
refund of significant monies by clients, who have been determined to be 
suspicious or for whom STR has been filed, and such request has come to the 
notice of any employee, who is aware of the STR / suspicious nature of 
activities of the client, then employee must consult with the concerned 
Principal Officer before fulfilling the request/taking any action. The Principal 
Officer will consult the regulatory authorities in determining what action in 
such case. 
 

 Trading exposure/turnover limits to be given to clients based on their 
margin available in  the system. It is also the duty of Risk Management to 
validate such exposures with the financial details provided by the client in 
KYC forms. If the trading activity of the client, which is not commensurate 
with the financial details declared by the client, it should be analyzed and 
referred to the Principal Officer with reasons of suspicion, who in turn shall 
analyze and refer the fit cases for filing of STR to Principal Officer. (can only 
be done offline after having a utility to capture financial details / net worth 
of the client). 

 
In terms of the PMLA rules, brokers and authorized persons are required to 
doonline report of in formation relating to cash and suspicious transactions 
to the Director, Financial Intelligence Unit India(FIUIND)  within 7   working   



 

 

days  of  establishment  of  suspicious  at  the  level  of principal officer.     In 
view of the same, Branches/Departments/Sub  brokers are requested to 
report the said transactionswithin 3 working days of establishmentof 
suspicionto enable the 
PrincipalOfficertoreportthesametotheDirector,FinancialIntelligenceUnitIndi
a(FIU-IND)withinthestipulatedtime. 

 

7. MaintenanceofRecords: 
 

 All records evidencing the identity of its clients and beneficial owners, all 
KYC related documents as well as all transaction related information, 
account files and business correspondence shall be maintained, in full, 
and preserved for a period of 5 (five) years after the business 
relationship of COMPANY with the client has ended / terminated or the 
account has been closed, whichever is later. 

 

Theinformationthatneedstobemaintainedis: 
o Natureoftransactions 
o Amount ofthetransaction andthecurrencyinwhich 

itwasdenominated 
o Dateonwhichthetransactionwasconducted 
o Partiestothetransaction 
o Specificinformationthatneedstobestoredare 
o allcashtransactionsofmorethanRs.10.00lakhsvalueoritsequivalentinfore

igncurrency 
 Allseriesofcashtransactionsintegrallyconnectedtoeachotherwhichmighthave

been, 

 Individually,valuedatlessthanRs.10.00lakhsbuttheaggregatedofsuchtransacti
onsmightbeoverRs.10.00lakhs 

 Allsuspicioustransactionswhetherornotmadein cash. 

 Deposits/withdrawals into or from any account, in any currency by way of 
third party cheques(or)payorders 
(or) demand drafts  
(or) transfer from one account to another within the company  
(or) overseas receipts or payments  

 
Records of information reported to the Director, Financial Intelligence Unit- 
India (FIU- IND): Madhuvan Securities Private Limited shall maintain and 
preserve the record of information related to transactions, whether 
attempted or executed, which are reported to the Director, FIU-IND, for a  
period of  5 (five) years from the date of the transactions between the client 
and companyor up to end of investigation / inquiry by FIU/ any statutory / 
government authority (in cases where such authority has intimated 
COMPANY that such investigation is underway), whichever is later. 
 
SEBICircularno.SEBI/HO/MRD2/DDAP/CIR/P/2020/153datedAugust18,20
20(CommuniquéCDSL/OPS/DP/POLCY/2020/389datedSeptember10,2020)
regardingcorrigendumto 
MasterCircularforDepositoriesdatedOctober25,2019,onpreservationofrecor
ds,whichreadsas“Depositories and Depository Participants are required to 
preserve the records and documents for aminimum period of 8 years” 
Accordingly the records shall be preserved for a minimum period of 8years. 

 
Where Madhuvan Securities Private Limiteddoes not have records of the 
identity of its existing clients, it shall obtain the recordsforthwith, failing 
which the companyshall close the account of the clients after giving due 
notice to the client. Forthis purpose, the expression “records of the identity 
of clients” shall include updated records of theidentification date, account 
files and business correspondence and result of any analysis 
undertakenunderrules3and9ofthePreventionofMoney-
laundering(MaintenanceofRecords)Rules,2005. 



 

 

 
Audittrail 

 

Toenablecompetentinvestigatingauthoritiestotracethroughtheaudit
trail,thefollowinginformationfortheaccountsofcustomersshallbemai
ntained. 

 
 Thebeneficialowneroftheaccount; 
 The volume of the funds flowing through the account / and for the selected 

transactions: The origin of the funds. 
 Theforminwhichthefundswereofferedorwithdrawn,e.g.cheques,bankdrafts/

payorderetc. 
 Theidentityofthepersonundertakingthetransaction;Thedestinationofthefund

s; 
 Theformofinstructionandauthority. 
 Theidentityoftheofficialwhomadeinpersonverification. 
 Theidentityof the 

officialwhoverifiedcopiesdocumentsobtainedfromclientwithoriginals. 

 
 

I. Employees Hiring Training/Investor Education I. High Standard of 

hiringpolicies 

RoleofHumanResourceDepartment: 
 

The Human Resource Department of THE COMPANYhas adequate screening 
procedure in place to ensure highstandardsin hiring new employees.It is 
ensured we are not hiring people who have a criminalorsuspicious back 
ground or who does not have the requisite knowledge as to how the security 
marketfunctions. 

 

II. Training 
 
Madhuvan Securities Private Limitedshould conduct ongoing training 
programme to adequately train frontline staff, back office 
staff,compliancestaff,RMSstaffandstaffdealingwithnewclientsinAML&CFTpro
ceduresandtounderstand the rationale behind the directives, obligations and 
requirement of AML and being 
sensitivetorisksofthesystembeingusedbyunscrupulouselements. 
The Principal Officer will arrange to conduct regular training to all the 
employees to ensure that thecontentsof the guidelines are understood 
develop awareness and vigilance to guard against 
moneylaunderingandterroristfinancing 

 

II. InvestorEducation 
Branch Managers/RMS or any associate persons dealing with clients must 
educate and sensitize theirclients regarding requirements of information 
and documents evidencing source of funds/income 
taxreturns/bankrecordsetc.forimplementationofAML/CFTmeasures. 
 
 
 

 

8. DesignatedOfficersEnsuringcomplianceofPMLA 
 Principal Officer-Act ascentral reference point for reporting Suspicious 

transactions toFIU afteridentifyingandexaminingthe potentially 
suspicioustransactions 

 DesignatedDirector-
MD/WholetimeDirectordulyauthorizedbyBoardshouldbeappointedbyinterm
ediarytoactasdesignateddirectorforandonbehalfoftheintermediarybeforeFIU



 

 

. 

 ThedetailsofPrincipalOfficerandDesignatedDirectorshouldbereportedtoFIU. 
 FIU-INDcanlevypenaltyfornoncomplianceofAML/CFTagainstthe 

DesignatedDirector. 

 
Assistance 

Anyassistancerequired in 
understandingthispolicyandinimplementationofthisPolicy,pleasecontacttheP
rincipalOfficer on email ID Ashish@madhuvan.com 

 
10. ListofDesignatedIndividuals/Entities 

 

a) The Ministry of Home Affairs, in pursuance of Section 35(1) of UAPA 
1967, declares the list ofindividuals/entities, from time to time, who are 
designated as 'Terrorists'.The Companyshall takenoteofsuchlists of 
designated individuals/terrorists, asandwhencommunicatedby SEBI. 

b) All orders under section 35 (1) and 51AofUAPA 
relatingtofunds,financialassets oreconomic resources or 
relatedservices,circulated by SEBI from time to time shall be taken 
noteofforcompliance. 

c) Anupdatedlistofindividualsandentitieswhicharesubjecttovarioussanctio
nmeasuressuchasfreezing of assets/accounts, denial of financial services 
etc., as approved by the Security 
CouncilCommitteeestablishedpursuanttovariousUnitedNations'Security
CouncilResolutions(UNSCRs)canbeaccessedathttps://press.un.org/en/c
ontent/press-release. 

d) Thedetail ofthelistsareasunder                                                      :                                                                          
http://www.un.org/sc/committees/1267/aq_sanctions_list.shtml(upda
tedISIL(Da’esh)&Al-
QaidaSanctionsListwhichincludesnamesofindividualsandentitiesassocia
tedwiththeAl-
Qaida)andhttp://www.un.org/sc/committees/1988/list.shtml(TalibanS
anctionsList).ii.ThelistissuedbyUnitedSecurityCouncilResolutions1718o
fdesignatedIndividualsandEntitieslinkedtoDemocratic People's Republic 
of Korea www.un.org/securitycouncil/sanctions/1718/press-
releases.Updatedlistshouldbeobtainedfromtheweb-
linksfromtimetotimeandmaintainedontherecordsof Company. Also list 
should be updated based on circulars received from Exchanges, 
DepositoriesandSEBIfromtimetotime. 

e) Pre-account opening check: Before opening any new account, it should 
be ensured by the AccountOpening teamthat thename of the 
proposedclient doesnotappearonany oftheselists. 

f) The Company shall, from time to time, scan the existing list of accounts 
to ensure that no account is held 
byanyofthepersonswhosenameappearsintheanysuchsanctionslists 

g) In case of resemblance of any account-holder with any of the persons in 
the Sanctions List, the same shall be intimated to the Principal Officer 
(FIU) and Compliance Officer (for the exchanges). The Principal Officer 
shall, in turn, intimate the same to FIU along with filing of STR for all 
transactions in such account and the Compliance Officer (Exchanges / 
SEBI) shall intimate the same to SEBI and Stock Exchanges. Also details 
of such customer, along with full particulars of the funds, financial 
assets or economic resources or related services held in the form of 
securities, held by such customer on their books to the competent 
authority (at this time, it is to the Joint Secretary (IS.I), Ministry of Home 
Affairs, at Fax No.011-23092569 and telephone on 011- 23092736 and 
as may be modified from time to time). The particulars apart from being 
sent by post should necessarily be conveyed through e-mail at jsctcr-
mha@gov.in or such other e-mail id as may be modified and intimated 
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by regulatory authorities from time to time. 
h) THE COMPANY shall send the particulars of the communication 

mentioned in (d) above to through post/fax and through e-mail UAPA 
nodal officer of SEBI,   Officer   on   Special Duty, Integrated Surveillance 
Department, Securities and Exchange Board of India as   well   as   the 
UAPA nodal officer of the state/UT where the account is held. (List of 
UAPA nodal   officers   is available at 
http://megpolice.gov.in/notification/list_Nodal-officer_UAPA.pdfor 
such other website or we blinkasmaybeupdatedfromtimetotime) 

i) Risk rating of such account-holder should immediately be marked as 
‘High’ and such accounts 
shouldbesubjecttoincreasedsurveillance/riskmonitoring. 

 

11. Freezingoffunds,financialassetsoreconomicresourcesorrelatedservices 

 
The Companyshall ensure that in terms of Section 51A of the Unlawful 
Activities (Prevention) Act, 1967 (UAPA)and amendments thereto, they do 
not have any accounts in the name of individuals/entities appearingin the 
lists of individuals and entities, suspected of having terrorist links, which are 
approved by 
andperiodicallycirculatedbytheUnitedNationsSecurityCouncil(UNSC). 

 
In order to ensure expeditious and effective implementation of the 
provisions of Section 51A of UAPA,Government of India has outlined a 
procedure through an order dated February 02, 2021 (Annexure 1)for strict 
compliance. These guidelines have been further amended vide a Gazette 
Notification datedJune08,2021(Annexure2). 

 

12. JurisdictionsthatdonotorinsufficientlyapplytheFATFRecommendations 

 
FATFSecretariatafterconclusionofeachofit’splenary,releasespublicstatement
sandplacesjurisdictions under increased monitoring to address strategic 
deficiencies in their regimes to countermoney laundering, terrorist 
financing, and proliferation financing risks. In this regard, FATF 
StatementscirculatedbySEBIfromtimetotime,andpubliclyavailableinformatio
n,foridentifyingcountries,whichdonot orinsufficiently apply theFATF 
Recommendations, shall beconsideredby The Company 
 
Madhuvan Securities Private Limitedshall take into account the risks arising 
from the deficiencies in AML/CFT regime of the jurisdictions included in the 
FATF Statements. However, it shall be noted that the regulated entities are 
not precluded from having legitimate trade and business transactions with 
the countries and jurisdictions mentioned in the FATF statements. 

 
Maintain the list of individuals/entities (“Designated List”) and update it, 
without delay. 
 
Verify if the particulars of the entities/individual, party to the financial 
transactions, match with the particulars of the Designated List and in case of 
match, THE COMPANY shall not carry out such transaction and shall 
immediately inform the transaction details with full particulars of the funds, 
financial assets or economic resources involved to the Chief Nodal Officer 
(“CNO”), without delay. The details of the CNO are as under: 

 
Director, FIU- IND 

Tel.No.:011-23314458, 
011-23314459 (FAX) 

Email:dir@fiuindia.gov.in 
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I. Run a check, on the given parameters, at the time of establishing a 

relation with a client and on aperiodic basis to verify whether 
individuals and entities in the Designated List are holding anyfunds, 
financial assets or economic resources or related services, in the form of 
bank 
accounts,stocks,insurancepoliciesetc.Incase,theclients’particularsmatch
withtheparticularsofDesignated List, The Companyshall immediately 
inform full particulars of the funds, financial assets 
oreconomicresourcesorrelatedservicesheldintheformofbankaccounts,st
ocksorinsurancepoliciesetc.,heldontheirbookstotheCNO,withoutdelay. 

  
II. Senda copyofthecommunication,mentioned inparagraphs4(ii)and 

4(iii)  above, withoutdelay, to the Nodal Officer of SEBI. The 
communication shall be sent to SEBI through post andthrough email 
(sebi_uapa@sebi.gov.in) to the Nodal Officer of SEBI, Deputy General 
Manager,DivisionofFATF,MarketIntermediariesRegulationand  
Supervision  Department,  Securitiesand Exchange Board of India, 
SEBI Bhavan II, Plot No. C7, “G” Block, BandraKurla 
Complex,Bandra(E),Mumbai400051. 

 
III. prevent such individual/entity from conducting financial 

transactions, under intimation to theCNO, without delay, in case there 
are reasons to believe beyond doubt that funds or assets heldby a 
client would fall under the purview of Section 12A (2)(a) or Section 
12A(2)(b) of the WMDAct. 

 
IV. FileaSuspiciousTransactionReport(STR)withtheFIU-

INDcoveredalltransactionsintheaccounts,coveredunderparagraphs4(ii)a
nd(iii)above,carriedthroughorattemptedthrough. 

 

 FIN gate 2.0 REGISTRATION 

We have registered with the newly portal of Fin Gate 2.0. The details of the 

same areas under; 

 

Entity name MADHUVAN SECURITIES PRIVATE LIMITED 

CIN U67120GJ1995PTC024502 

Fin Net 2.0 REID BF00028695. 

Member Code 08233 

SEBI Registration 

No 

INZ000261738 

Details of 

Designated partner 

MR. ASHISH S VYAS 

ashish@madhuvan.com 

+91 9925174551, 079-68198992 

Details of Principal 

Officer 

MR. ASHISH S VYAS 

Ashish@madhuvan.com 

+91 9925174551, 079-68198992 

 

13.Review 

mailto:ashish@madhuvan.com
mailto:Ashish@madhuvan.com


 

 

 

This policy will be reviewed annually by the Principal Officer, Designated 
Director for FIU (PMLA) andDesignated Directors Views of concerned 
Business Heads andchief of Internal Audit, if any, may be taken into account 
where the management finds it necessary.Revised versions of the policy 
shall be reviewed, approved and adopted by the Board of Directors 
ofMadhuvan Securities Private Limited. 

 
Thispolicyhasbeenreviewedandupdatedtoincorporateallregulatoryrequirem
entsuntilandincluding those inSEBImaster circular number 
SEBI/HO/MIRSD/MIRSD-SEC-
5/P/CIR/2023/022datedFebruary03,2023,SEBI/HO/MIRSD/MIRSD-SEC-
5/P/CIR/2023/062datedApril26,2023,SEBI/HO/MIRSD/MIRSDSECFATF/P
/CIR/2023/091datedJune16,2023&SEBI/HO/MIRSD/SEC- 
FATF/P/CIR/2023/0170datedOctober13,2023. 


